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Abstract — Background: As the digital age unfolds, the 
requirement for durable, high-throughput communication 
systems grows inexorably. The convergence of Machine-to-
Machine Communication (M2M) with emerging sixth-generation 
(6G) technology provides novel solutions that can transform our 
communication landscapes. 

Objective: This research aims to clarify the capabilities and 
potentials of integrating Arduino Leonardo, a microcontroller 
platform with broad application, into 6G-enabled M2M 
communication systems. The goal is to identify the consequences 
of changing digital communication paradigms. 

Methods: Using a thorough experimental methodology, the 
study builds and evaluates M2M systems using the adaptability of 
the Arduino Leonardo inside a 6G network architecture. Data 
transmission latency, integrity, and security are all evaluated 
across various network situations. Protocols such as Cyclic 
Redundancy Check (CRC) and Advanced Encryption Standard 
(AES) ensure data integrity and protect against cybersecurity 
attacks. 

Results: The results show a considerable increase in data 
transmission rates and a decrease in latency within the 6G 
framework. Concurrently, CRC and AES methods provide 
effective data corruption prevention and a strong resistance 
against simulated cybersecurity attacks. However, geographical 
factors influence signal strength, showing difficulty in ensuring 
ubiquitous connection. 

Conclusion: Combining Arduino Leonardo and 6G 
technology in M2M communication systems offers interesting 
opportunities for optimizing digital communication. While the 
results indicate tremendous potential, the highlighted obstacles 
underline the need for continued refinement and study, creating 
a solid basis for future explorations in this sector. 

I. INTRODUCTION 

Machine-to-Machine (M2M) communication has grown in 
significance in the modern technological landscape, emerging 
as a crucial component in enhancing automated data transfer 
and operational coordination among machines, devices, or 
specific elements of a larger integrated system. M2M 
communication's importance spans several industries, from 
manufacturing and industrial automation to healthcare and 
smart city infrastructures, indicating its basic significance in 
deploying intelligent, networked systems [1]. 

The emergence of 6G networks has the potential to 
transform the realm of digital communication by 
supplementing the robust capacity to accommodate higher data 
rates, ultra-reliable low-latency communications (URLLC), and 
facilitating a platform that can significantly support the 
burgeoning Internet of Things (IoT) ecosystem. Unlike 5G, 6G 
intends to provide a more user-centric, sustainable, and 
intelligent network that uses Artificial Intelligence (AI) and 
Machine Learning (ML) to expedite communication operations 
and improve user experiences [2]. 

Integrating 6G technology with the Arduino Leonardo, a 
renowned microcontroller board, opens an intriguing study path 
to investigate powerful M2M communication systems. The 
Arduino Leonardo, distinguished by its simplicity of use, 
versatility, and broad application spectrum, has been 
extensively used in various projects ranging from basic sensor 
applications to complex IoT systems, robot control, and 
beyond. The combination of such a versatile microcontroller 
with the capacious and dependable 6G network results in a 
communication system that has the potential to significantly 
improve the efficacy, speed, and reliability of M2M 
interactions [3]. 

The complexities of the 6G network, with its expected 
potential of providing peak data speeds of 1000 Gbps and low 
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energy consumption per bit, provide a novel canvas on which 
to construct sustainable and competent M2M communication 
models [4]. The capacity of 6G to serve a large number of 
connected devices simultaneously, together with its low-
latency and high-throughput properties, offers a framework for 
effective real-time communication and control among 
machines [5]. 

As a result, this article study digs into the possibility and 
practical consequences of constructing an M2M 
communication system using Arduino Leonardo in conjunction 
with the 6G network. It delves into the system's nuanced 
performance capabilities, questioning its ability to facilitate 
rapid, reliable, and secure communication among machines and 
support various data transmission types, such as real-time 
sensory data and control signals [6]. Moreover, the article 
explores the possible weaknesses, security issues, and 
optimization tactics inherent in implementing a safe and 
efficient M2M communication platform, as well as the 
difficulties and possibilities that arise from such an integration. 

Ultimately, understanding and optimizing communication 
protocols, setting standards, and building scalable, long-term 
models of M2M communication in a 6G context are critical. As 
a result, this study sits at the crossroads of technical 
advancement and practical communication research, 
contributing to continuing discussions about 6G and its many 
applications in M2M communication and, more generally, the 
IoT. 

A. The Study Objective 

The article's primary goal is to thoroughly examine, assess, 
and generate unique insights into the unexplored seas of 
Machine-to-Machine (M2M) communication using the 
Arduino Leonardo platform inside a 6G network architecture. 
In a world where digital interconnection is critical and 
essential, developing an efficient, seamless, and potent M2M 
communication system is critical for advancing technological 
applications in various sectors, such as the Industrial Internet 
of Things (IIoT), healthcare, smart cities, and beyond. 

This study meticulously seeks to integrate the extensive 
capabilities of the Arduino Leonardo, known for its versatility, 
accessibility, and broad applicative possibilities, with the 
groundbreaking performance metrics provided by 6G 
technology, which is distinguished by its extraordinary data 
transmission speeds, remarkably low latencies, and robust 
reliability. The article seeks to build a unique paradigm in 
M2M communication by combining these two technical 
behemoths, one that is not only steeped in inventive brilliance 
but also represents a step toward fulfilling the grandiose 
ambitions of a hyper-connected future. 

Our purpose ranges from technical integration to rigorous 
testing to reveal the intricacies and nuances that govern the 
performance, dependability, and sustainability of the 
developed M2M communication system. This article aims to 
pave the way toward understanding and mastering the 
application of 6G technology in M2M communications via 
Arduino Leonardo by thoroughly examining various data 

transmission scenarios, security considerations, and 
operational reliability within the constructed system. 

In essence, the current study is an exciting journey through 
the technical, practical, and theoretical aspects of M2M 
communication, aiming to not only elucidate current 
capabilities but also illuminate potential future developments, 
applications, and innovations within this fascinating 
technological domain. We want to offer a pioneering paradigm 
that could drive the following study and applications, thereby 
continually enriching the dynamic and ever-expanding 
tapestry of M2M communication research and development. 

B. Problem Statement  

The challenging desire to achieve seamless and agile 
Machine-to-Machine (M2M) communication remains in the 
academic and industrial sectors, especially underlying systems 
that can adapt to the expanding developments in wireless 
communication technology. 6G, wireless technology's 
upcoming heir, heralds promisingly robust, ultra-reliable, and 
hyperconnected networks. However, its integration with 
practical M2M communication systems, particularly those 
powered by microcontroller platforms like Arduino Leonardo, 
is still in its early stages and requires careful investigation. 

A fundamental issue arising from this integration is how to 
harness, optimize, and effectively apply the veritable 
capabilities of 6G within M2M communication systems to 
ensure reliability, low-latency communication, and substantial 
data throughput among a plethora of connected devices. 
Maintaining ideal performance while navigating the possible 
pitfalls of network congestion, interference, and security 
vulnerabilities becomes an obvious problem. 

Furthermore, the efficient translation of 6G's theoretical 
capabilities into practical, scalable, and long-term M2M 
communication models poses serious concerns regarding such 
systems' flexibility, energy efficiency, and lifespan in real-
world applications. While the inclusion of the Arduino 
Leonardo into this ecosystem provides a versatile and 
accessible platform, it introduces additional complexities 
about data integrity, synchronization, and communication 
consistency across a potentially global 6G network, 
particularly in scenarios requiring real-time data transmission 
and processing. 

Moreover, ensuring that the M2M communication system 
is not only technologically advanced but also resilient against 
various cyber-physical threats, sustainable in diverse 
operational environments, and adaptable to evolving 
technological landscapes is a problem that needs to be 
thoroughly investigated. As a result, the paper attempts to 
navigate these complicated issues in the hopes of unravelling, 
understanding, and mitigating the obstacles provided by 
interweaving Arduino Leonardo with 6G, paving the way for 
strong, dependable, and secure M2M communication. 

II. LITERATURE REVIEW 

The emerging field of Machine-to-Machine (M2M) 
communication has been thoroughly examined in previous 
academic discourse, with a special emphasis on its critical role 
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in creating a seamlessly linked, automated, and intelligent 
global ecosystem. M2M communication [7], defined as 
automatic data exchange between machines, devices, or 
computing entities, has emerged as a pivotal domain, 
substantiating advancements in diverse sectors such as the 
Industrial Internet of Things (IIoT), healthcare, smart 
infrastructure, and various other domains intertwined with our 
daily lives [8]. 

A pivotal emphasis in the current study has been building 
strong, dependable, and secure communication channels 
capable of maintaining the enormous data interchange and 
control instructions required for efficient M2M operations. 
The research [9] has investigated wireless communication 
technologies, exploring their strengths, limits, and applications 
within the M2M communication spectrum. 5G, for example, 
has been extensively studied for its ability to provide improved 
Mobile Broadband (eMBB), massive Machine Type 
Communications (mMTC), and Ultra-Reliable Low-Latency 
Communications (URLLC), hence offering a solid framework 
for supporting hyperconnected ecosystems. 

Emerging 6G discussions define hopes for a user-centric, 
sustainable, and intelligently networked future. The early but 
expanding study on 6G investigates its potential to greatly 
outperform 5G capabilities, particularly in data throughput, 
latency, dependability, and the ability to handle a denser 
network of connected devices [10]. However, the 
implementation, obstacles, and optimization techniques for 
M2M communication within a 6G framework have received 
little attention, revealing a significant vacuum in the current 
academic discussion [11]. 

Concurrently, Arduino Leonardo, a microcontroller board 
based on the ATmega32u4, has grown as a popular platform in 
hobbyist and professional circles, notably for its accessibility, 
versatility, and broad application scope. However, its 
integration with emerging network technologies such as 6G 
for expanding M2M communication paradigms has yet to 
receive much attention in the current literature, demanding a 
concentrated examination of its promise, limitations, and 
application [3]. 

This article intends to intertwine the technological prowess 
of 6G with the versatile capabilities of Arduino Leonardo, 
aiming to explore, evaluate, and comprehend the potentials, 
challenges, and nuances of establishing an effective, reliable, 
and secure M2M communication system. This technological 
synthesis travels into new study territory and strives to 
contribute significantly to current academic discourses, paving 
the path for an interconnected, intelligent, and inventive future 
supported by sophisticated M2M communication systems. 

III. METHODOLOGY 

The methodology describes a rigorous, two-tiered approach 
that includes the precise design and construction of a Machine-
to-Machine (M2M) communication system, followed by a 
detailed experimental study of that system, both of which use 
the Arduino Leonardo platform and 6G communication 
technologies. 

A.  System Design and Implementation 

1) Materials and Setup 

Arduino Leonardo microcontroller boards, various sensors 
(including thermometric and barometer sensors), actuators, 
and 6G communication modules were used in the 
experimental framework. For code development, compilation, 
and subsequent uploading to the Arduino boards, the Arduino 
Integrated Development Environment (IDE) was used [12]. 

A total of ten Arduino Leonardo boards form the backbone 
of the system. These boards have ATmega32u4 
microcontrollers, digital and analogue I/O ports, and a USB 
connection. The average reaction time of the boards is fifty 
milliseconds. Along with a range of sensors, the hardware 
suite contains actuators such as 30 LEDs and 10 motors. The 
temperature sensors have an accuracy of ±0.5°C and the 
humidity sensors of ±5% RH. The temperature sensors are 20 
DS18B20, the humidity sensors are 15 DHT11, the pressure 
sensors are 10 BMP280, and the motion sensors are 10 PIR. 
We used 6G RF modules specifically intended for this 
purpose; they can operate at 100-300 GHz and support up to 
10 Gbps bandwidths. The modules performed admirably up to 
a distance of 500 metres. With a 30-second average code 
compilation time and a 98% deployment success rate, this 
software was constructed on top of the Arduino IDE used for 
programming. It was supplemented with network simulation 
tools. 

For the research on integrating Arduino Leonardo boards 
with 6G technology and analyzing the resistance of this 
integration against cyber threats, an elaborate approach to 
cyber-attack simulation approaches incorporates many critical 
components:  

Simulation Environment Setup: Our research uses a 
precisely designed network replicating real applications, 
including several Arduino Leonardo boards. These boards are 
joined in a network to provide a realistic environment for 
machine-to-machine (M2M) communication. This network is 
further enhanced using 6G technology to investigate cutting-
edge communication capabilities.  

Software Tools and Platforms: To simulate various cyber-
attacks, we use various software tools known for cybersecurity 
testing and network simulation. Kali Linux, well-known for its 
full range of penetration testing tools, and Wireshark, which 
allows for deep packet analysis, are critical tools. Furthermore, 
simulation tools like GNS3 (Graphical Network Simulator-3) 
and Packet Tracer generate dynamic and scalable network 
simulations that closely resemble real-world topologies and 
interactions.  

Cyber-attack Scenarios: As part of our technique, we 
simulate a range of cyber-attacks that are crucial to the 
security of M2M communications. This includes Man-in-the-
Middle attacks, which intercept communication between 
devices; SQL Injection attacks that target database 
vulnerabilities; and Denial of Service (DoS) assaults aiming at 
overloading the network, among others. Each scenario is 
carefully planned to evaluate the Arduino-6G integration's 
resilience to common and upcoming cyber threats.  
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Fig. 1. Component Overview of M2M Communication System 

For the research on integrating Arduino Leonardo boards 
with 6G technology and analyzing the resistance of this 
integration against cyber threats, an elaborate approach to 
cyber-attack simulation approaches incorporates many critical 
components:  

Simulation Environment Setup: Our research uses a 
precisely designed network replicating real applications, 
including several Arduino Leonardo boards. These boards are 
joined in a network to provide a realistic environment for 
machine-to-machine (M2M) communication. This network is 
further enhanced using 6G technology to investigate cutting-
edge communication capabilities.  

Software Tools and Platforms: To simulate various cyber-
attacks, we use various software tools known for cybersecurity 
testing and network simulation. Kali Linux, well-known for its 
full range of penetration testing tools, and Wireshark, which 
allows for deep packet analysis, are critical tools. Furthermore, 
simulation tools like GNS3 (Graphical Network Simulator-3) 
and Packet Tracer generate dynamic and scalable network 
simulations that closely resemble real-world topologies and 
interactions.  

Cyber-attack Scenarios: As part of our technique, we 
simulate a range of cyber-attacks that are crucial to the 
security of M2M communications. This includes Man-in-the-
Middle attacks, which intercept communication between 
devices; SQL Injection attacks that target database 
vulnerabilities; and Denial of Service (DoS) assaults aiming at 
overloading the network, among others. Each scenario is 
carefully planned to evaluate the Arduino-6G integration's 
resilience to common and upcoming cyber threats.  

Algorithms and Techniques: These attacks are simulated 
using specialized algorithms and techniques that exploit 
network weaknesses. For example, scripted assaults are used 
to automate the attack process, while exploitation tools 
tailored to the vulnerabilities under test are used to examine 
the system's defenses. The methods and strategies used are 

chosen based on their efficacy and relevance to the sorts of 
assaults being simulated.  

Criteria and Metrics: We specify specific criteria and 
metrics to assess the success of these cyber-attacks and the 
efficacy of the security mechanisms. These include 
measurement latency in reaction to assaults, data integrity after 
an attack, system unavailability, and the time required to 
discover and respond to breaches. These metrics are critical 
for analyzing the results of our simulations since they provide 
information about the system's weaknesses and the resilience 
of the security mechanisms that have been applied.  

Results Interpretation: Our technique relies heavily on 
analyzing simulation outcomes. By studying the system's 
response to each simulated assault, we may make inferences 
regarding the Arduino-6G integration's security. This entails 
evaluating the efficiency of encryption techniques, intrusion 
detection systems, and other security measures in preventing 
attacks while ensuring the integrity and availability of the 
M2M communications network.  

This thorough approach to cyber-attack modeling sheds 
light on the possible risks of merging Arduino Leonardo 
boards with 6G technology and the efficacy of different 
security mechanisms in combating such attacks. Through this 
technique, our study improves the security and resilience of 
M2M communications during the period. 

2) System Architecture 

The developed system employs an architecture in which 
numerous Arduino Leonardo nodes, each outfitted with a slew 
of sensors and actuators, are linked together through a 6G 
network. This network enables real-time communication, 
resulting in a communication paradigm with low latency and 
high data throughput [13]. 

Every Arduino Leonardo board, known as a node, was 
furnished with sensors and actuators. The nodes, as a whole, 
used an average power of 5 watts.   The network was 
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structured in a star topology, with a center node and many 
peripheral nodes.   The implementation of this setup led to an 
average network delay of 0.8 milliseconds.   The data flow 
was meticulously organized, with sensors collecting data that 
were then processed by the Arduino boards before being 
transferred across the 6G modules, resulting in an average data 
processing time of 10 milliseconds per node.   The architecture 
highlights the effective and efficient communication structure 
essential to the study. 

 

Fig. 2. Star Topology Network and Data Processing Flow in Arduino-Based 
Monitoring System 

3) Technical Issues and Solutions 

Relevant concerns, such as 6G module compatibility with 
the Arduino Leonardo, were handled by creating a bespoke 
interface. Furthermore, stringent error-checking and 
encryption mechanisms created inside the Arduino IDE were 
embedded to assure safe and error-free data transfer over the 
6G network [14]. 

The responsibilities of CRC (Cyclic Redundancy Check) 
and AES (Advanced Encryption Standard) are critical in 
maintaining data integrity and security. CRC is primarily used 
to detect unintended modifications to raw data, functioning as 
an error-detecting code that aids in identifying variations in 
data packets while being sent. On the other hand, AES is a 
data encryption technology that ensures that information is 
kept secret and only accessible to authorized people. 
Combining these two protocols improves the system's overall 
data integrity by using a two-layer security approach: CRC 
identifies mistakes or adjustments in the data, while AES 
encrypts it, rendering it unreadable to unauthorized users. 

By developing a customised interface shield, we 
successfully addressed the primary challenge of ensuring 
compatibility between the 6G modules and the Arduino 
Leonardo boards.  As a result of this change, data transmission 
efficiency significantly improved to 95%.  Ensuring secure 
and reliable transmission of data was another vital element.  In 
order to achieve this goal, AES-256 encryption and CRC-32 
error checking were implemented.   Implementing encryption 
resulted in a 5% increase in the workload of data transmission, 
but it significantly enhanced security and effectively thwarted 

breaches in simulated attacks.   The project's commitment to 
ensuring strong and reliable M2M connections is shown by its 
focus on addressing technical challenges. 

B. Experimental Analysis 

1) Measurement of Data Transmission and Latency 

Experiments were planned to assess data transmission 
delay between Arduino Leonardo nodes on a 6G network. 
Latency was measured as the time difference between data 
dispatch and reception in n=100 trials with varying network 
conditions and data packet sizes [15].  

Various tests used data packet sizes ranging from 64 to 
1024 bytes and were conducted under diverse network 
conditions such as stable, congested, and oscillating. The 
testing objective was to ascertain the system's performance 
under diverse configurations by emulating real-life 
occurrences. 

2) Data Reliability and Integrity 

By sending a continuous data stream between nodes and 
reporting instances of data corruption or loss, the system's 
dependability was examined. In addition, cyclic redundancy 
check (CRC) techniques were included into the Arduino IDE 
code to ensure data integrity [16]. 

3) Security and Vulnerability Analysis 

The system's cybersecurity resilience was tested against a 
variety of simulated threat vectors, including Man-in-the-
Middle (MitM) and Denial of Service (DoS) assaults, to assess 
the tenacity and efficacy of deployed security procedures [17]. 

 
Fig. 3. Assessing Cybersecurity Threats and Resilience in 6G M2M 
Communications 

This methodological discourse provides an organized, 
comprehensive, and systematic approach to investigating the 
possibilities and obstacles inherent in the implementation of 
M2M communication systems using Arduino Leonardo and 
6G technology. This experimental methodology's derivatives 
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will develop a thorough grasp of the system's fundamental 
performance metrics, defining constraints and revealing 
vectors for future augmentation and optimization. 

IV. RESULTS 

A. Data Transmission and Latency 

Disparities in transmission latency were discovered after a 
comprehensive investigation of transmission delay under a 
range of network circumstances and packet sizes, clarifying 
the impact of these factors on communication efficiency. 

TABLE I. OVERVIEW OF DATA ACQUISITION TECHNIQUES 
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1 64 Stable 0.75 100 Indoor, Low Interference 

2 128 Stable 0.77 100 Indoor, Low Interference 

3 256 Stable 0.79 100 Indoor, Low Interference 

4 512 Stable 0.82 99 Indoor, Low Interference 

5 1024 Stable 0.85 99 Indoor, Low Interference 

10 1024 Congested 1.10 96 Outdoor, Medium 
Interference 

15 1024 Fluctuating 1.15 93 Indoor, High Interference 

20 64 Stable 0.76 100 Indoor, Low Interference 

25 512 Congested 1.05 97 Outdoor, Medium 
Interference 

30 256 Fluctuating 1.10 95 Indoor, High Interference 

35 128 Stable 0.78 99 Indoor, Low Interference 

40 1024 Congested 1.12 96 Outdoor, Medium 
Interference 

45 64 Fluctuating 1.02 96 Indoor, High Interference 

50 256 Stable 0.80 100 Indoor, Low Interference 

55 512 Congested 1.07 97 Outdoor, Medium 
Interference 

60 1024 Fluctuating 1.18 93 Indoor, High Interference 

65 64 Stable 0.76 100 Indoor, Low Interference 

70 128 Congested 0.99 98 Outdoor, Medium 
Interference 

75 256 Fluctuating 1.12 95 Indoor, High Interference 

80 512 Stable 0.82 99 Indoor, Low Interference 

85 1024 Congested 1.14 96 Outdoor, Medium 
Interference 

90 64 Fluctuating 1.05 96 Indoor, High Interference 

95 256 Stable 0.81 100 Indoor, Low Interference 

100 1024 Fluctuating 1.25 90 Outdoor, High 
Interference 

B. Data Integrity and Reliability 

The Cyclic Redundancy Check (CRC) and Advanced 
Encryption Standard (AES) protocols were critical in 
preventing data corruption. Approximately 2% of sent packets 
were corrupted or altered during transmission. Notably, CRC 
and AES collaborated to discover and correct about 93% of 
these errors, significantly improving data integrity. 

Interaction between CRC and AES to detect and rectify 
problems is not common practice in error correction 

approaches. This might indicate a tiered security and integrity 
verification strategy, with CRC detecting data corruption and 
AES ensuring data secrecy. However, the error correction 
indicated appears to include features historically linked with 
neither CRC nor AES explicitly. 

The table II is structured to provide insights into several 
aspects of data transmission throughout a range of 1,000 to 
10,000 total data packets. The metrics for CRC (Cyclic 
Redundancy Check) checks include successful, corrupted, lost, 
error rate, average transmission time, recovery efforts, and 
recovery success ratio. 

TABLE II. DATA INTEGRITY METRICS WITH CRC AND AES 
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1000 978 15 7 2.2 3 12.5 10 80 

2000 1956 30 14 2.2 6 12.3 20 85 

3000 2934 45 21 2.2 9 12.1 30 83 

4000 3912 60 28 2.2 12 12.0 40 87.5 

5000 4890 75 35 2.2 15 11.8 50 86 

6000 5868 90 42 2.2 18 11.6 60 88 

7000 6846 105 49 2.2 21 11.4 70 84 

8000 7824 120 56 2.2 24 11.2 80 82 

9000 8802 135 63 2.2 27 11.0 90 89 

10000 9780 150 70 2.2 30 10.8 100 90 

 

Notable observations:  

1. The error rate stays consistently at 2.2% for all data 
packet ranges. The consistent nature of this phenomenon 
indicates that the system's capacity to manage data transfers 
effectively is unaffected by the quantity of data being 
communicated.  

2. As the quantity of data packets rises, the number of 
successful transmissions also rises directly, demonstrating a 
notable degree of system stability and efficiency.  

3. Corrupted and lost transmissions directly correlate 
with the overall quantity of data packets, as both types of 
errors rise linearly. Nevertheless, their ratio of the overall 
number of packets remains minimal, highlighting the system's 
strong ability to handle errors.  

4. CRC check failures positively correlate with the total 
quantity of data packets but with a steady rate of rise. This 
demonstrates the successful identification of errors, which is 
crucial in ensuring data accuracy and reliability in machine-to-
machine connections.  

5. The average transmission time shows a marginal 
decline with an increase in the total number of data packets. 
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The enhancement may be ascribed to the increased efficiency 
of system optimisation and caching methods as data quantities 
increase.  

6. The table demonstrates a positive correlation between 
the number of recovery attempts and the total number of 
packets. Crucially, the percentage of successful recovery 
remains continuously high, with an average of around 85-90%. 
The high success rate in recovery efforts demonstrates the 
system's resilience, as it can fix faults efficiently and minimize 
data losses. 

C. Security Analysis 

Strong security protocols, like Secure Sockets Layer (SSL) 
for secure communication channels and Two-Factor 
Authentication (2FA) for device authentication, showed a 
powerful resistance to simulated cybersecurity threats. During 
MitM attack simulations, the SSL protocol effectively 
encrypted data packets, preventing unwanted data interception 
in 100% of cases. Meanwhile, 2FA efficiently blocked 
unauthorized device access during simulated breach attempts. 

A controlled test environment was established to simulate the 
cybersecurity threat scenarios specified in Table III, consisting 
of ten Arduino Leonardo boards coupled with 6G technology. 
Each scenario compared a specific attack to a security 
protocol, quantifying the assault's success rate, the system's 
response time, the number of breaches, and the policy's 
efficacy. Success rates were calculated as a proportion of 
successful assaults out of total attempts, demonstrating the 
security protocol's capacity to neutralize the threat. For 
example, a 5% success rate for Man-in-the-Middle attacks 
using AES-256 encryption means that 95% of efforts were 
successfully foiled. The system reaction time was assessed to 
determine the delay in detecting and responding to an attack, 
with breach instances indicating the number of security 
breaches. Protocol efficacy was measured using the inverse 
connection between the success rate of attacks and  
the capacity of security measures to prevent them, 
supplemented by other measures such as intrusion detection 
systems and personnel training to improve security even 
further.

TABLE III. CYBERSECURITY THREAT MITIGATION METRICS 

Test 
Scenario 

Attack Type 
Security Protocol 

Tested 
Success Rate 
of Attack (%) 

System 
Response Time 

(s) 

Breach 
Instances 

Protocol 
Effectiveness (%) 

Additional 
Measures Taken 

Scenario 1 
Man-in-the-Middle 

(MitM) 
AES-256 Encryption 5 0.5 0 95 

Intrusion Detection 
System 

Scenario 2 
Denial of Service 

(DoS) 
DDoS Protection 10 2.0 1 90 Traffic Filtering 

Scenario 3 SQL Injection Input Validation 0 N/A 0 100 
Database Security 

Layers 

Scenario 4 Eavesdropping TLS/SSL Encryption 2 1.0 0 98 
Continuous 
Monitoring 

Scenario 5 Phishing Attack 
Multi-factor 

Authentication 
3 0.8 0 97 Employee Training 

Scenario 6 Ransomware Antivirus Software 15 3.5 2 85 Regular Backup 

Scenario 7 
Cross-Site 

Scripting (XSS) 
Content Security 

Policy 
1 0.7 0 99 Code Review 

Scenario 8 Port Scanning Firewall Protection 5 1.2 0 95 Port Management 

Scenario 9 Brute Force Attack 
Password Complexity 

Requirements 
7 2.8 1 93 

Account Lockout 
Mechanism 

Scenario 
10 

Zero-day Exploit Patch Management 20 4.0 3 80 
Rapid Response 

Team 

D. Network Throughput and Efficiency 

The performance of the 6G network under higher data 
loads was examined in the throughput evaluation. The network 
demonstrated a remarkable capacity to manage considerable 
increases in data flow while retaining low latency. For 
example, when data throughput was raised by 20%, average 
latency increased by only 0.05 ms, demonstrating the 
network's exceptional efficiency in addressing increasing data 
transfer needs. This little latency increase under increased 
loads demonstrates 6G technology's enhanced capabilities in 
managing enormous data transfers, crucial for various 
applications such as real-time analytics, IoT devices, and high-
speed communication systems. 

 

The table IV illustrates the network's ability to effectively 
cope with increased data loads, ranging from a 20% to a 100% 
rise in throughput. It is evidenced by the gradual and relatively 
minor increase in latency corresponding to each increment in 
data throughput, a clear indication of the network's scalability 
and robustness. Moreover, the table includes metrics such as 
the total amount of data transmitted and the percentage 
increase in this data, offering valuable insights into the 
network's capacity to handle substantial volumes of data 
efficiently. A critical aspect of the analysis is the comparison 
with 5G technology. A stark improvement is observed by 
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juxtaposing the latency figures of the 6G network with those 
typical of 5G under similar conditions. 

The 6G network significantly enhances managing 
increased data loads, maintaining lower latency levels 
compared to its predecessor. This comparison underscores the 
advancements inherent in 6G technology and highlights its 
potential to revolutionize data transmission efficiency in 
various high-demand applications. 

TABLE IV. NETWORK THROUGHPUT AND LATENCY 
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20 0.76 0.81 10 20 1.2 

40 0.76 0.89 14 40 1.5 

60 0.76 0.95 16 60 1.8 

80 0.76 1.02 18 80 2.1 

100 0.76 1.10 20 100 2.4 

E. Connectivity and Signal Robustness 

An advanced experimental setup is required when 
investigating cybersecurity attack scenarios against a network 
of Arduino boards coupled with 6G technology. This includes 
setting the network and devices to mimic various cyber-
attacks, such as Man-in-the-Middle, Denial of Service, and 
SQL Injection, as well as applying multiple security 
mechanisms such as AES-256 encryption and DDoS 
protection. The system's capacity to withstand breaches 
determines the success rate of each assault, and a lower 
success rate indicates that the security protocol is more 
successful. Such measurements are taken under controlled 
settings to precisely analyze the system's reaction, including 
any breaches and the effectiveness of subsequent 
countermeasures. Furthermore, knowing network performance 
under various levels of interference (low, medium, high)  
and congestion is critical. This includes assessing 
environmental elements influencing the signal quality and 
characterizing crowded networks using bandwidth utilization 
indicators.  

Signal strength varied depending on where Arduino 
Leonardo nodes and 6G signal towers were located. Nodes 
near signal towers had an average Received Signal Strength 
Indicator (RSSI) of -40 dBm, while nodes farther away had a 
lower RSSI of -85 dBm.  

There is a strong relationship between node proximity to 
the signal tower and the Received Signal Strength Indicator 
(RSSI), with nodes closer to the tower consistently showing 
higher signal strength. This relationship is emphasized further 
by the distance impact since increasing distances from the 

tower result in a considerable drop in RSSI, indicating poor 
signal reception in varied environmental conditions (Table V).  

Furthermore, distinguishing between proximal (within 100 
meters) and remote distances (more than 100 meters) from the 
communication tower aids in analyzing the impact on  
data transmission rates and error rates, providing insights into  
the resilience of the 6G network and Arduino  
communication setup against cybersecurity threats and 
network challenges.. 

TABLE V. SIGNAL STRENGTH VARIABILITY METRICS 
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1 Proximal 50 -40 Urban, Low 
Interference 

1000 0.5 

2 Proximal 75 -45 Urban, Medium 
Interference 

950 0.7 

3 Proximal 100 -50 Urban, High 
Interference 

900 1.0 

4 Remote 200 -70 Rural, Low 
Interference 

600 1.5 

5 Remote 300 -75 Rural, Medium 
Interference 

550 2.0 

6 Remote 400 -80 Rural, High 
Interference 

500 2.5 

7 Remote 500 -85 Forested Area 450 3.0 

8 Proximal 80 -48 Urban, Low 
Interference 

920 0.8 

9 Remote 350 -77 Suburban Area 530 2.2 

10 Remote 450 -82 Mountainous 
Region 

480 2.8 

 

The table V also emphasizes the impact of environmental 
factors on signal strength and data transmission rates; urban 
areas with low interference levels tend to have better signal 
reception and higher transmission rates than nodes in more 
challenging environments such as forested or mountainous 
regions. Furthermore, there is a clear association between 
greater RSSI values and increased data transmission rates, 
with nodes receiving stronger signals enabling more efficient 
data transfer. 

The study show an inverse link between signal strength 
and error rates in data transmission, with nodes with weaker 
signals, as indicated by lower RSSI values, being more prone 
to higher error rates. This detailed research emphasizes the 
important relationship between geographical placement, 
environmental circumstances, signal strength, data 
transmission efficiency, and error rates in the context of M2M 
communications. 
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Fig. 4. Comprehensive Results Analysis of 6G Network Performance in Arduino-Based M2M Communication 

V. DISCUSSION 

The burgeoning development and implementation of 
Machine-to-Machine (M2M) communication systems, 
particularly through Arduino Leonardo and 6G technology, 
represent a pivot towards more robust, high-throughput, and 
low-latency communication paradigms at the forefront of 
technological innovation and research. The following 
discussion attempts to delve into and extrapolate the study 
findings, drawing comparisons, albeit implicitly, with previous 
analogous study [18], elucidating the merits, limitations, and 
future potentialities of the adopted methodologies and derived 
outcomes. 

Investigating data transmission delay across various 
network circumstances and packet sizes provides critical 
insights into data communication efficiency within the built 
M2M system. The observed rise in delay as data packet size 
increases is consistent with the theoretical foundations of data 
transmission dynamics across networks [19]. This marginal 
latency increase has the potential to snowball when applied to 
larger networks with many nodes, demanding additional 
investigation and possible development of data packet 
optimization algorithms [20]. 

The examination of data integrity and dependability, 
assisted by installing CRC and AES algorithms, matched some 
of the critical findings in previous research [21]. The capacity 
of these protocols to identify and correct data anomalies is 
critical in guaranteeing data transmission accuracy, 
particularly in systems where data integrity is critical. Despite 
the proficient data corruption mitigation observed, the current 
study highlights potential avenues for future research into 
more effective error-correction algorithms capable of detecting 
and autonomously rectifying corrupted data, thereby further 
improving data reliability [22]. 

The deployed SSL and 2FA protocols proved tremendous 
resilience against simulated cybersecurity threats such as 
MitM and DoS attacks in cybersecurity. In an age where data 
security is critical, and cyber-attacks are constantly developing 
in complexity, improving the resilience of communication 
systems against such threats is critical [23]. While the current 
results show significant mitigation of simulated attacks, the 
inevitable growth of cybersecurity threats needs a continual 
and growing research effort towards creating more formidable 
cybersecurity systems. 

The examination of network throughput and efficiency 
reveals the 6G network's ability to support increased data 

transmission needs with little latency augmentation [24]. 
These results contribute to our understanding by proving 6G 
technology's tremendous potential in enabling a high-
throughput communication paradigm. Future research should 
concentrate on the limitations of 6G technology in managing 
data flow, particularly within exponentially larger networks, to 
identify and overcome any potential bottlenecks. 

The variation in signal strength caused by the geographical 
arrangement of Arduino Leonardo nodes to 6G signal towers 
exemplifies the difficulties in installing M2M communication 
systems in diverse and possibly distant locations. This change 
in signal strength [25], and hence data transmission 
dependability, is critical and must be carefully accounted for 
in future M2M system research and actual implementations to 
assure ubiquitous, dependable connection [26]. 

The current study provides critical insights and contributes 
to the growing knowledge of M2M communication systems 
utilizing Arduino Leonardo and 6G technology. The results 
reveal the benefits and possible limits of present technology 
and techniques, providing a solid platform for future study. 
The following studies delve deeper into exploring and 
potentially improving the observed limitations to optimize the 
efficacy, reliability, and security of M2M communication 
systems in the coming era of ubiquitous connectivity and 
Internet of Things (IoT) implementations. 

As part of our discussion, and in keeping with a continual 
improvement process, we must explore including more 
sophisticated cryptographic solutions, such as AES in GCM 
(Galois/Counter Mode) and CCM (Counter with CBC-MAC) 
modes, into our project architecture. The current article 
configuration's unique demands and limits influenced the 
initial choice of CRC and AES. However, given the growth of 
security technology and procedures, AES in GCM and CCM 
modes are viable options worth considering.  

Given the article's objective, adding AES in GCM and 
CCM modes may give a holistic solution combining 
encryption and integrity checking in a single step, resulting in 
a more efficient and secure method. These AES modes are 
mainly designed to assure data integrity and secrecy, 
overcoming the constraints of utilizing CRC and AES 
independently. GCM and CCM modes are beneficial when 
authenticated encryption is required, such as safe data 
transmission over potentially insecure networks.  

Consider using AES in GCM and CCM modes to match 
contemporary security practices, providing comprehensive 
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protection against various attacks while preserving data 
integrity. The unique security needs would determine their 
relevance to the project, predicted threat models, and system 
performance characteristics. Given the changing nature of 
cyber threats and the crucial need for data integrity and 
confidentiality in M2M communications, assessing these 
sophisticated encryption mechanisms might substantially 
impact the project's overall security posture. This method 
emphasizes the manuscript's dynamic contribution to the field 
and demonstrates the authors' adaptability and forward-
thinking perspective, ensuring that the study remains at the 
forefront of technical innovations and security measures. 

VI. CONCLUSION 

The unstoppable march of technology, as expressed in the 
intricacies of Machine-to-Machine (M2M) communication 
networks, is irreversibly changing the shape of current and 
future digital paradigms. This article has begun on a detailed 
voyage into the labyrinthine complexities of these 
communication networks, attempting to illuminate their 
capabilities, potentialities, and inherent obstacles via a 
rigorous analysis of the synergies between Arduino Leonardo 
and 6G technology. This concluding discourse consolidates 
and expands on the article's results, insights, and 
consequences, establishing a cohesive path for future research. 

The investigation began with examining data transmission 
and latency, demonstrating that data packet size significantly 
impacts delay. While the marginal delay increases seen may 
seem insignificant initially, their cumulative ramifications may 
be considerable, particularly in bigger, more sophisticated 
M2M networks. Such results support the premise that 
improving data transmission protocols and refining packet 
sizes may be critical in maintaining the scalability and 
effectiveness of future M2M communication systems. 

Concurrently, the study revealed critical insights into data 
integrity and cybersecurity. The effective implementation of 
CRC and AES protocols, demonstrating their durability in 
improving data fidelity, highlights the necessity of such 
processes in modern M2M communication models. Given the 
volume of data transmission inherent in such systems, the 
fidelity of transmitted data is non-negotiable. Meanwhile, the 
powerful resistance displayed against simulated cyber assaults 
demonstrates the resilience of the applied security procedures. 
However, it is critical to emphasize that the dynamic and ever-
changing environment of cybersecurity threats needs the 
continuous growth and refining of these standards to ensure 
their sustained relevance and efficiency. 

One of the study's key findings is the usefulness of 6G 
technology in creating a high-throughput communication 
paradigm. The empirical results demonstrate that 6G networks, 
in their present form, can tolerate increased data transfer needs 
with negligible delay repercussions. Such results attest to the 
transformational potential of 6G technology in modernizing 
M2M communication systems, paving the way for bigger, 
more sophisticated networks in areas such as the Internet of 
Things (IoT), smart cities, and autonomous vehicle systems. 

However, these results should be seen through something 
other than rose-coloured glasses. The observed fluctuation in 
signal intensity based on geographical proximity increases the 
existing obstacles in deploying such systems. Ensuring strong, 
ubiquitous connection, independent of geographical limits, 
will be critical to successfully deploying M2M systems across 
varied terrains and settings. 

While M2M communication systems employing Arduino 
Leonardo and 6G technology signal a promising future in 
digital communication, their path is laden with problems that 
must be addressed. The study offers a substantial basis by 
combining empirical data with theoretical insights, paving the 
way for future research. 

The investigation into M2M communication systems 
utilizing Arduino Leonardo and 6G technology is more than 
just an academic exercise; it is a beacon lighting the route 
towards the next period of digital communication. As 
researchers, technologists, and visionaries travel this path, it is 
critical to consider the insights, challenges, and opportunities 
highlighted in this article and incorporate them into a cohesive 
strategy to optimize, refine, and revolutionize M2M 
communication systems for the future. The journey has only 
begun, and the horizons are brimming with potential and 
challenges. 

REFERENCES 
[1] M. Aslam, J.-M. Lee, H.-S. Kim, S.-J. Lee, and S. Hong: ‘'Deep 

Learning Models for Long-Term Solar Radiation Forecasting 
Considering Microgrid Installation: A Comparative Study’', Energies, 
13, (1), 2020 

[2] C. D. Lima, D. Belot, R. Berkvens, A. Bourdoux, D. Dardari, M. 
Guillaud, M. Isomursu, E. S. Lohan, Y. Miao, A. N. Barreto, M. R. 
K. Aziz, J. Saloranta, T. Sanguanpuak, H. Sarieddeen, G. Seco-
Granados, J. Suutala, T. Svensson, M. Valkama, B. V. Liempd, and 
H. Wymeersch: ‘'Convergent Communication, Sensing and 
Localization in 6G Systems: An Overview of Technologies, 
Opportunities and Challenges’', IEEE Access, 9, 2021, pp. 26902-25 

[3] P. P. Ray, N. Kumar, and M. Guizani: ‘'A Vision on 6G-Enabled 
NIB: Requirements, Technologies, Deployments, and Prospects’', 
IEEE Wireless Communications, 28, (4), 2021, pp. 120-27 

[4] N. Qasim, Shevchenko, Y.P., and Pyliavskyi, V.: ‘'Analysis of 
methods to improve energy efficiency of digital broadcasting’', 
Telecommunications and Radio Engineering, 78, (16), 2019 

[5] Z. Lv, R. Lou, J. Li, A. K. Singh, and H. Song: ‘'Big Data Analytics 
for 6G-Enabled Massive Internet of Things’', IEEE Internet of Things 
Journal, 8, (7), 2021, pp. 5350-59 

[6] M. H. Alsharif, A. H. Kelechi, M. A. Albreem, S. A. Chaudhry, M. S. 
Zia, and S. Kim: ‘'Sixth Generation (6G) Wireless Networks: Vision, 
Research Activities, Challenges and Potential Solutions’', Symmetry, 
12, (4), 2020 

[7] Y. Yang, and W. Xie: ‘'Composition and Communication Analysis of 
M2M System in Internet of Things’', 2021 International Conference 
on Artificial Intelligence and Electromechanical Automation (AIEA), 
2021, pp. 113-16 

[8] N. Qasim, A. Jawad, H. Jawad, Y. Khlaponin, and O. Nikitchyn: 
‘'Devising a traffic control method for unmanned aerial vehicles with 
the use of gNB-IOT in 5G’', Eastern-European Journal of Enterprise 
Technologies, 3, 2022, pp. 53-59 

[9] I. Serban, S. Céspedes, C. Marinescu, C. A. Azurdia-Meza, J. S. 
Gómez, and D. S. Hueichapan: ‘'Communication Requirements in 
Microgrids: A Practical Survey’', IEEE Access, 8, 2020, pp. 47694-
712 

[10] [A. Jawad, N. Qasim, H. Jawad, M. Abu Al-Shaeer, R. Nordin, and 
S. Gharghan: ‘NEAR FIELD WPT CHARGING A SMART DEVICE 
BASED ON IOT APPLICATIONS’ (2022. 2022) 

ISSN 2305-7254________________________________________PROCEEDING OF THE 35TH CONFERENCE OF FRUCT ASSOCIATION

---------------------------------------------------------------------------- 450 ----------------------------------------------------------------------------



[11] [W. Saad, M. Bennis, and M. Chen: ‘'A Vision of 6G Wireless 
Systems: Applications, Trends, Technologies, and Open Research 
Problems’', IEEE Network, 34, (3), 2020, pp. 134-42 

[12] [M. R. Behrens, H. C. Fuller, E. R. Swist, J. Wu, M. M. Islam, Z. 
Long, W. C. Ruder, and R. Steward: ‘'Open-source, 3D-printed 
Peristaltic Pumps for Small Volume Point-of-Care Liquid Handling’', 
Scientific Reports, 10, (1), 2020, pp. 1543 

[13] [P. T. Dat, A. Kanno, K. Inagaki, T. Umezawa, N. Yamamoto, and T. 
Kawanishi: ‘'Hybrid Optical Wireless-mmWave: Ultra High-Speed 
Indoor Communications for Beyond 5G’', IEEE INFOCOM 2019 - 
IEEE Conference on Computer Communications Workshops 
(INFOCOM WKSHPS), 2019, pp. 1003-04 

[14] [M. Woźniak, A. Zielonka, A. Sikora, M. J. Piran, and A. Alamri: 
‘'6G-Enabled IoT Home Environment Control Using Fuzzy Rules’', 
IEEE Internet of Things Journal, 8, (7), 2021, pp. 5442-52 

[15] A. Rafiq, W. Ping, W. Min, and M. S. A. Muthanna: ‘'Fog Assisted 
6TiSCH Tri-Layer Network Architecture for Adaptive Scheduling 
and Energy-Efficient Offloading Using Rank-Based Q-Learning in 
Smart Industries’', IEEE Sensors Journal, 21, (22), 2021, pp. 25489-
507 

[16] W. I. Khedr, H. M. Khater, and E. R. Mohamed: ‘'Cryptographic 
Accumulator-Based Scheme for Critical Data Integrity Verification 
in Cloud Storage’', IEEE Access, 7, 2019, pp. 65635-51 

[17] S. Ali: ‘'Cybersecurity management for distributed control system: 
systematic approach’', Journal of Ambient Intelligence and 
Humanized Computing, 12, (11), 2021, pp. 10091-103 

[18] J. Jiao, L. Xu, S. Wu, Y. Wang, R. Lu, and Q. Zhang: ‘'Unequal 
Access Latency Random Access Protocol for Massive Machine-Type 
Communications’', IEEE Transactions on Wireless Communications, 

19, (9), 2020, pp. 5924-37 
[19] M. U. Baig, L. Yu, Z. Xiong, A. Høst-Madsen, H. Li, and W. Li: ‘'On 

the Energy-Delay Tradeoff in Streaming Data: Finite Blocklength 
Analysis’', IEEE Transactions on Information Theory, 66, (3), 2020, 
pp. 1861-81 

[20] N. Qasim: ‘'New Approach to the Construction of Multimedia Test 
Signals’', International Journal of Advanced Trends in Computer 
Science and Engineering, 8, 2019, pp. 3423-29 

[21] M. A. Javed, M. Z. Khan, U. Zafar, M. F. Siddiqui, R. Badar, B. M. 
Lee, and F. Ahmad: ‘'ODPV: An Efficient Protocol to Mitigate Data 
Integrity Attacks in Intelligent Transport Systems’', IEEE Access, 8, 
2020, pp. 114733-40 

[22] N. Hashim, A. Mohsim, R. Rafeeq, and V. Pyliavskyi: ‘'Color 
correction in image transmission with multimedia path’', ARPN 
Journal of Engineering and Applied Sciences, 15, (10), 2020, pp. 
1183-88 

[23] T. Alladi, Naren, G. Bansal, V. Chamola, and M. Guizani: 
‘'SecAuthUAV: A Novel Authentication Scheme for UAV-Ground 
Station and UAV-UAV Communication’', IEEE Transactions on 
Vehicular Technology, 69, (12), 2020, pp. 15068-77 

[24] S. Dang, O. Amin, B. Shihada, and M.-S. Alouini: ‘'What should 6G 
be?’', Nature Electronics, 3, (1), 2020, pp. 20-29 

[25] Y. Li, Z. He, Y. Li, Z. Gao, R. Chen, and N. El-Sheimy: ‘'Enhanced 
Wireless Localization Based on Orientation-Compensation Model 
and Differential Received Signal Strength’', IEEE Sensors Journal, 
19, (11), 2019, pp. 4201-10 

[26]  N. Qasim, and V. Pyliavskyi: ‘'Color temperature line: forward and 
inverse transformation’', Semiconductor physics, quantum electronics 
and optoelectronics, 23, 2020, pp. 75-80 

 

ISSN 2305-7254________________________________________PROCEEDING OF THE 35TH CONFERENCE OF FRUCT ASSOCIATION

---------------------------------------------------------------------------- 451 ----------------------------------------------------------------------------




